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Approach

Our group adopted the use of a risk register using Software Engineering!" as a guideline
which was applied to our risk management strategy. Risks were identified collaboratively
during the requirements and plans to mitigate these risks were reviewed at our bi-weekly
meetings. At each of the meetings we would evaluate each risk based on the likelihood and
impact using a simplified 3-point scale: Low, Medium and High and help to see which risks
needed to be prioritised.

The justification for our risk management plan was to accurately: identify, analyse, mitigate,
monitor and dedicate ownership of each unique risk that happened during the development
of our project.

Process

1. Identification - Thinking of different types of risks that may come up in the project as
well as adding new risks which appeared throughout the project.

2. Analysis - What is the likelihood of the occurrence and how it will impact the project.

3. Mitigation - What can be done to minimise the impact of the risk and help prevent this
happening again in the future.

4. Monitoring - Bi-weekly review of the risk register and adding new risks if any were
identified.

5. Ownership - Each risk was assigned to a team / team member to oversee.

After this process was completed, the risks were continued to be monitored by each unique
owner and discussed at the bi-weekly meetings to see how progress was being made on
each of the risks.

Risk Register
1. Risk ID - A numerical ID given to each risk which helps to track risks throughout the
project.

2. Type - What type of risk it is. It is split into three distinct categories: Business,
Product and Project.

3. Description - A short write up of what each risk is about.

4. Likelihood - The chances of one of these risks happening or recurring throughout the
project.

5. Severity - How much of an impact can be done each risk will make to the project.

6. Mitigation - Solutions that can be done to either prevent the risk happening again or
minimise the effect.

7. Owner - Who will be responsible for each risk.
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